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• Passwords for email, bank accounts, 
retirement accounts, credit card 
sites, social media, etc

• Social Security number
• Bank account info
• Other sensitive information



Look at the From field to see who it is really coming from.

Does the subject line look like what the company would send?

Does the company go by this name, ex. Dakota Central, 
not Dakota Webmail

Hover over the link or if you click on it, does it take you to the business site



• Look at the website address or URL at the top
• Notice in the email address and password field there is * in both fields



Phishing Email on Mobile device



Phishing email?
Legit email?
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Phishing email?
Legit email?



What should I do?
Delete the phishing email

If you clicked on the link and gave information to the site, 
change your password immediately

Secure passwords should be longer, 16 characters with 
upper/lower case letters and a symbol

Monitor accounts for strange activity
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